
Endpoint 
Management  
in Minutes  
With Automox

QUICK START GUIDE

TI PS F O R G E T TI N G S TA R T E D

S T E P- BY-S T E P:  AU TO M OX E N D P O I N T M A N AG E M E N T I N  M I N U T E S

You can be up and running using Automox® endpoint management policies in less 

than 30 minutes. Check out our step-by-step instructions to get you patching and  

1// 2 // 3// 4//

Browse our how-to videos and product demos 
Help in the upper 

If you have any issues or would like to connect directly with an Automox expert,  

contact support@automox.com.  



S T E P 1:  A D D D E V I C E S

download and install a single agent for all your Microsoft® Windows® ® ®

Go to Devices > Add Devices

Want to do more? 

the Question Mark icon in the upper right corner of  

choose Installer.

01.

02. 03.
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S T E P 2:  G RO U P YO U R D E V I C E S

 

Go to Devices > Create Group

Enter a Group Name for your new group and click Create Assign Devices
Update Group

Want to do more? 

Parent Group 

01. 02.

03.

04.

Enter Group Name.1// Click Create.2 // Click Assign Devices.3// Click Update Group.4//



S T E P 3:  C R E AT E A P O LI CY

 
 
 

let’s create a Patch All 

Go to Manage > Policies > Create Policy

Click Patch All Next Name for your new policy and set the Policy Status  
 

the plus sign in the Associate Groups

Want to do more? 

Select Patch All. Set Policy Status to Active. Add Associate Groups.

01.

02.
03.
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S T E P 4:  S CA N D E V I C E S A N D R U N P O LI C I E S ,  AS N E E D E D

Go to Devices > [Your Named Device] > Scan Device

Needs Attention

Associated Policies

Click Run On This Device

Want to do more? 

Devices

your Device Details

Click Scan Device to Device Status 

01. 02.

03.

1// 2 // 3//



  
go to sales@srccybersolutions.com +91 120 232 0960 / 1 www.srccybersolutions.com

T H E R E ’S  S O M U C H M O R E YO U CA N D O I N  AU TO M OX

A B O U T  S R C  C Y B E R  S O L U T I O N S  L L P

Get familiar with the Automox dashboard.

 

Check for a software version in your application inventory.

Add more devices and begin grouping them according to your patch 
management policies or organizational architecture.

Set a password policy across your available devices using an  
Automox Worklet™.

 
 

see 

At SRC Cyber Solutions LLP, we provide NexGen, Highly Automated and User-Friendly solutions
in partnership with IRONSCALES with the POWER OF NOW for Comprehensive NexGen Email
Security, THREATX for NexGenWAAP (WAFF++) with an Attack-Centric approach and Cyber
Security Training with Project Ares by CIRCADENCE CORPORATION for Online Simulation
based Cyber Security Training.

You can view more information about plan pricing at :  https://srccybersolutions.com/contact-us

Automox Worklet - Set Password Policies to create and run this Worklet  
 

automox.com/use-cases/worklet

tel:+911202320960
https://twitter.com/SRCCyber
https://www.facebook.com/SRCCyberSolutions/
https://www.linkedin.com/authwall?trk=bf&trkInfo=AQFCnxcXthmRIwAAAX2ANVaYYou2bwtPB8Rofojec9DI72YxV80ghJrDLo_VGjJrNDTsvJWhMRHxd3VTIm_bg0GppxcRqD42SOZizsuMU9RSak2ipkLKkm4cCnAdBh383L8e3Vs=&originalReferer=&sessionRedirect=https%3A%2F%2Fwww.linkedin.com%2Fcompany%2Fsrc-cyber-solutions-llp%2F

