
 

 

 

 

 

 

 

 

 

 

 

 

 

 

Financial Institutions 

are a Prime Target 

for Cyberattacks 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

In 2016, financial services 

was the most attacked industry. 

(IBM X-Force Threat Intelligence Index 2017) 

 

 

 
53% of attacks on the financial services sector 

were from inadvertent inside actors. 

(IBM X-Force Threat Intelligence Index 2017) 

 

 

 
$221.5 Billion in assets are at risk from 

mobile  banking  Trojan   infections. 

(Mobile Payments Today) 
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Challenge: 

Hiring Qualified Candidates 

Hiring the right people is critical to the security 

of your data, but how can you validate that 

a candidate really knows what they claim on 

their resume? 

 
Challenge: 

Training Personnel on Internal Applications 

New applications can wreak havoc on your 

network if personnel are improperly trained 

on them. You need a way to train your team 

using realistic scenarios BEFORE it gets 

released onto your systems. 

 
 

Challenge: 

Upskilling Employees on New Roles 

With recent reports estimating a cybersecurity 

workforce gap of 1.8 million by 2022 (Center 

for Cyber Safety and Education), it will become 

critical to upskill and train employees on new 

roles in security. 

Solution: 

Validate Knowledge Base 

Screen applicants with Project Ares®,  and  assess 

specific skills you are hiring for. Candidates perform the 

same tasks they would while on the job, allowing you to 

hire with confidence. 

 
Solution: 

Real-World Testing and Learning in a Sandbox 

Increase your team’s skills and knowledge on an 

application before it is used on your actual network. 

A cyber range-based learning platform like Project Ares 

enables your team to learn within interactive and realistic 

emulations, while enabling you to evaluate their skills in 

real-time. 

 
Solution: 

Train, Test and Verify Before Assigning the New Role 

Project Ares combines gamification with AI to train 

employees on the  latest  threats.  Create  missions  specific 

to your industry and work roles on which to train and test    

to ensure specific qualifications are met. 

 

The Value of Project Ares 
 

     Circadence’s Project Ares is an award-winning, immersive, gamified cybersecurity learning platform that 
helps students of all cyber competency levels apply learned concepts to real-world scenarios to build skills 
for the workforce. Project Ares delivers persistent, true-to-life experiences that match and adapt to current 
threats. The platform uniquely combines machine learning, single- and multiplayer exercises, and offensive 
and defensive missions that mirror real-life scenarios. 
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