
Company Intro

Recovery Unplugged is a US-based addiction treatment organization with 
seven facilities across Florida, Texas, Virginia, and Tennessee. Providing a 
variety of rehabilitation services, including detox, residential, and outpatient, 

program alongside traditional therapy. With a mission to help clients use music 
to restore hope and healing, Recovery Unplugged has treated over 8,000 
clients and has an employee base of over 400 staff.

The Problem

 on the 
black market, making healthcare organizations some of the most high-value 
targets for phishing attacks. And with phishing attempts not just increasing but 
consistently evolving in sophistication, malicious emails are becoming harder 

“Long gone are the days of in-your-face, easy-to-spot phishing messages. 

 
- Jonathan Kaye, Director of IT at Recovery Unplugged

The social stigma surrounding substance abuse means that any breach that 

security team, Recovery Unplugged found the inspection and remediation of 
malicious emails for over 400 employees to be overwhelming for their lean IT 
staff, which is also responsible for ensuring that the organization was always in 

Challenges

• Phishing attacks are becoming 
increasingly sophisticated

• High-value medical data 
frequently targeted by hackers

• A lean and overtaxed 
cybersecurity team 

Solution

• 
anti-phishing solution

• Phishing simulations and 
awareness exercises through 

Results (Jan 1 – May 10, 2022)

• 4,070,612 emails inspected

• 29,760 emails remediated

• 572 resolved phishing incidents

• 430 hours and 42 minutes of 
analyst time saved

Recovery Unplugged 
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Solution

The security staff needed a solution that could detect and remediate phishing 
threats automatically, with minimal input from their internal team. Recovery 
Unplugged felt that it was important to strike the right balance between 
strong security and manageable cost, with an aim to keep IT overhead as low 

overall ease of use. After a short discovery process, the Recovery Unplugged 

within an hour.

“The implementation process was very straightforward. Within an hour it was 
up and running, and there were very few actions needed after installation. Any 

 
- Jonathan Kaye, Director of IT at Recovery Unplugged

Outcomes

remediating emails and using AI to continuously learn from emails reported 

29,000 threats and resolving 572 phishing incidents. This amounts to around 
430 hours (over 3 hours per day!) of remediation time saved, allowing the busy 
security team to focus on other important tasks. Recovery Unplugged is now 
able to automatically remove malicious emails from user inboxes at scale and at 
the click of a button, affording them greater peace of mind.

What we noticed here was that the majority 
of our issues were internal. Whether it’s 
a lack of end-user training and education 
or general unfamiliarity with scrutinizing 
emails, we knew that we needed to start 
with our employees. We needed our user base 
to be our first line of defense.”
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Whatever cost email security comes to, it’s 
certainly a lot less than if we had to pay 
out for a compliance issue, a HIPAA lawsuit, 
or if we needed to contract a third party to 
conduct a forensic analysis after a breach.”

“The automated remediation takes a lot of work off my plate in terms of 
remediating threats and detecting which users have been hit. With over 400 
users, plus multiple other shared mailboxes, remediating threats alone could be 

use dashboard particularly valuable, giving them increased visibility across 

position to ensure compliance with the relevant industry standards.

training and phishing simulation capabilities, using the pre-packaged 
templates to mimic various malicious email scenarios, including password 
change requests and W-2 scams during tax season. Through the dashboard, 
the security team is then able to see who is clicking on these links and who are 

or departments. Recovery Unplugged has seen a dramatic improvement in 
phishing awareness since running these campaigns, with increasingly targeted 
campaigns being sent out as the staff base improves.
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Looking Ahead

The security team at Recovery Unplugged is looking forward to increasing the 

to run phishing simulations with an aim to prevent potential phishing incidents. 
Recovery Unplugged is looking to build phishing awareness education into their 
onboarding processes and future learning management system. 

and facilities, so its ease of implementation and management alone makes it the 
best option for us. - Jonathan Kaye, Director of IT at Recovery Unplugged 

About IRONSCALES

offer security professionals an AI-driven, self-learning email security platform 

please sign up for a demo today at https://ironscales.com/get-a-demo/

I would absolutely 
recommend IRONSCALES 
– it’s a great price 
point and has been 
working really well 
for our 400+ staff. 
We’re based across 
multiple states 
and facilities, 
so its ease of 
implementation and 
management alone 
makes it the best 
option for us.”

Learn how working with IRONSCALES makes  
us Safer Together.  www.ironscales.com 

Through IRONSCALES, NIUM has also been able to improve employees’ overall 
phishing awareness, building longer-term organizational protection against 
future phishing attacks. IRONSCALES’ training and phishing simulation features 
were a key selling point for the NIUM team, who have found the educational 
campaigns easy to run and vital in identifying gaps in organizational knowledge. 
With training managed within the IRONSCALES tool itself, NIUM started 
running simulations immediately and over time has begun to increase the ability 
of their employees to identify different types of phishing attacks. 

Along with a positive improvement in their staff base’s ability to identify phishing 
through the simulations, NIUM has seen a positive increase in their use of the 
IRONSCALES ‘Report Phishing’ button. The button has helped keep phishing 
top-of-mind for the entire employee network, even when users are looking at 
internal emails from familiar colleagues. 

Looking Ahead

After seeing impressive results in phishing reports, employee awareness, and 
overall organization security, the NIUM security team is planning to continue 
their rollout of the IRONSCALES solution within their new and future business 
acquisitions. This involves expanding their user base, replacing acquisitions’ 
legacy security systems with IRONSCALES where applicable, and running 
educational campaigns to ensure that phishing knowledge is aligned.

We thought that 
our staff was well 
educated on phishing 
before running the 
first campaign, but 
the results were 
surprising! A lot of 
our employees were 
fooled by the phishing 
techniques we used, but 
that helped us come  
up with a benchmark to 
build on.

RAJ VISWANATHAN,  
CISO AT NIUM

I have already recommended IRONSCALES to some 
of my fellow CISOs! It checks off the boxes of 
what we were looking for in an email security 
solution and we’ve been pleased with the 

RAJ VISWANATHAN, CISO AT NIUM
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ABOUT  SRC CYBER SOLUTIONS LLP
At SRC Cyber Solutions LLP, we provide Next Generation, Automated and User-Friendly solutions in partnership
with AUTOMOX for Patch and Endpoint Management, IRONSCALES for Comprehensive Email Security and
Anti-Phishing Protection, THREATX for WAAP (WAF++) with an Attack-Centric approach for Web Application
and API protection and Project Ares for Online Gamified Simulation-based Cyber Security Training.

www.srccybersolutions.com    |     +91 120 232 0960 / 1    |    sales@srccybersolutions.com

https://twitter.com/SRCCyber
https://www.facebook.com/SRCCyberSolutions/
https://www.linkedin.com/company/src-cyber-solutions-llp/

